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1. Management’s statement 
EG A/S processes personal data on behalf of customers in accordance with data processing agreements in 
relation to development and operating services. 

The accompanying description has been prepared for customers who have used EG A/S’s development and 
operating services and who have a sufficient understanding to consider the description along with other 
information, including information about controls operated by the data controllers themselves in assessing 
whether the requirements of the EU regulation on the ”Protection of natural persons with regard to the 
processing of personal data and on the free movement of such data” and “Lov om supplerende bestem-
melser til forordning om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger 
og om fri udveksling af sådanne oplysninger” (subsequently “the data protection rules”) have been com-
plied with. 

EG A/S uses team.blue Denmark A/S as subprocessor of housing, network and logging services. This report 
uses the carve-out method and does not comprise control objectives and related controls that team.blue 
Denmark A/S perform for EG A/S. 

EG A/S uses B4Restore A/S as a subprocessor of backup services. This report uses the carve-out method 
and does not comprise control objectives and related controls that B4Restore A/S performs for EG A/S. 

Some of the control objectives stated in our description in section 3 can only be achieved if the complemen-
tary controls at the data controllers are suitably designed and operating effectively with our controls. This 
report does not comprise the suitability of the design and operating effectiveness of these complementary 
controls. 

EG A/S confirms that: 

a) The accompanying description in section 3 fairly presents EG A/S’s development and operating ser-
vices that have processed personal data for data controllers subject to the data protection rules 
throughout the period from 1 January 2022 to 31 December 2022. The criteria used in making this 
statement were that the accompanying description: 

(i) Presents how EG A/S’s development and operating services were designed and implemented, in-
cluding: 

 The types of services provided, including the type of personal data processed; 

 The procedures, within both information technology and manual systems, used to initiate, rec-
ord, process and, if necessary, correct, delete and restrict processing of personal data; 

 The procedures used to ensure that data processing has taken place in accordance with con-
tract, instructions or agreement with the data controller; 

 The procedures ensuring that the persons authorised to process personal data have committed 
to confidentiality or are subject to an appropriate statutory duty of confidentiality; 

 The procedures ensuring upon discontinuation of data processing that, by choice of the data 
controller, all personal data are deleted or returned to the data controller unless retention of 
such personal data is required by law or regulation; 

 The procedures supporting, in the event of breach of personal data security, that the data con-
troller may report this to the supervisory authority and inform the data subjects; 

 The procedures ensuring appropriate technical and organisational security measures in the 
processing of personal data in consideration of the risks that are presented by personal data 
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processing, such as accidental or unlawful destruction, loss, alteration, unauthorised disclosure 
of, or access to, personal data transmitted, stored or otherwise processed; 

 Controls that we, in reference to the scope of EG A/S’s development and operating services, 
have assumed would be implemented by the data controllers and which, if necessary in order 
to achieve the control objectives stated in the description, are identified in the description; 

 Other aspects of our control environment, risk assessment process, information system (in-
cluding the related business processes) and communication, control activities and monitoring 
controls that are relevant to the processing of personal data. 

(ii) Includes relevant information about changes in the data processor’s development and operating 
services for the processing of personal data in the period from 1 January 2022 to 31 December 
2022; 

(iii) Does not omit or distort information relevant to the scope of EG A/S’s described development and 
operating services for the processing of personal data while acknowledging that the description is 
prepared to meet the common needs of a broad range of data controllers and may not, therefore, 
include every aspect of development and operating services that the individual data controllers 
might consider important in their particular circumstances. 

b) The controls related to the control objectives stated in the accompanying description were suitably de-
signed and operated effectively throughout the period from 1 January 2022 to 31 December 2022. The 
criteria used in making this statement were that: 

(i) The risks that threatened achievement of the control objectives stated in the description were iden-
tified; 

(ii) The identified controls would, if operated as described, provide reasonable assurance that those 
risks did not prevent the stated control objectives from being achieved; and 

(iii) The controls were consistently applied as designed, including that manual controls were applied by 
persons who have the appropriate competence and authority, throughout the period from 1 Janu-
ary 2022 to 31 December 2022. 

c) Appropriate technical and organisational measures were established and maintained to comply with the 
agreements with the data controllers, sound data processing practices and relevant requirements for 
data processors in accordance with the data protection rules. 

 

Aarhus, 17 April 2023 
EG A/S 
 
 
 
Allan Bech 
CTO 
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2. Independent auditor’s report 
Independent auditor’s ISAE 3000 assurance report on information security and measures 
for the period from 1 January 2022 to 31 December 2022 pursuant to data processing agree-
ments in relation to development and operating services 

To: EG A/S and EG A/S’s customers 

Scope 
We have been engaged to provide assurance about EG A/S’s description in section 3 of EG A/S’s develop-
ment and operating services in accordance with data processing agreements with data controllers through-
out the period from 1 January 2022 to 31 December 2022 (the description) and about the design and oper-
ating effectiveness of controls related to the control objectives stated in the description. 

Our report covers whether EG A/S has designed and effectively operated suitable controls related to the 
control objectives stated in section 4. The report does not include an assessment of EG A/S’s general com-
pliance with the requirements of the EU regulation on the ”Protection of natural persons with regard to the 
processing of personal data and on the free movement of such data” and “Lov om supplerende bestem-
melser til forordning om beskyttelse af fysiske personer i forbindelse med behandling af personoplysninger 
og om fri udveksling af sådanne oplysninger” (subsequently “the data protection rules”). 

EG A/S uses team.blue Denmark A/S as subprocessor of housing, network and logging services. This report 
uses the carve-out method and does not comprise control objectives and related controls that team.blue 
Denmark A/S perform for EG A/S. 

EG A/S uses B4Restore A/S as a subprocessor of backup services. This report uses the carve-out method 
and does not comprise control objectives and related controls that B4Restore A/S performs for EG A/S. 

Some of the control objectives stated in EG A/S’s description in section 3 can only be achieved if the com-
plementary controls at the data controllers are suitably designed and operating effectively with EG A/S’s 
controls. This report does not comprise the suitability of the design and operating effectiveness of these 
complementary controls. 

We express reasonable assurance in our conclusion. 

EG A/S’s responsibilities 
EG A/S is responsible for: preparing the description and accompanying statement in section 1, including 
the completeness, accuracy and method of presentation of the description and statement; providing the 
services covered by the description; stating the control objectives and designing and effectively operating 
controls to achieve the stated control objectives.

Auditor’s independence and quality control 
We have complied with the independence and other ethical requirements in the International Ethics Stand-
ards Board for Accountants’ International Code of Ethics for Professional Accountants (IESBA Code), 
which is founded on fundamental principles of integrity, objectivity, professional competence and due care, 
confidentiality and professional conduct, as well as ethical requirements applicable in Denmark. 

PricewaterhouseCoopers is subject to the International Standard on Quality Control (ISQC 1) and accord-
ingly uses and maintains a comprehensive system of quality control, including documented policies and 
procedures regarding compliance with ethical requirements, professional standards and applicable legal 
and regulatory requirements. 
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Auditor’s responsibilities 
Our responsibility is to express an opinion on EG A/S’s description and on the design and operating effec-
tiveness of controls related to the control objectives stated in that description, based on our procedures. 

We conducted our engagement in accordance with ISAE 3000 (revised), “Assurance engagements other 
than audits or reviews of historical financial information”, and additional requirements applicable in Den-
mark to obtain reasonable assurance about whether, in all material respects, the description is fairly pre-
sented, and the controls are suitably designed and operating effectively. 

An assurance engagement to report on the description, design and operating effectiveness of controls at a 
data processor involves performing procedures to obtain evidence about the disclosures in the data proces-
sor’s description of its development and operating services and about the design and operating effective-
ness of controls. The procedures selected depend on the auditor’s judgement, including the assessment of 
the risks that the description is not fairly presented, and that controls are not suitably designed or operat-
ing effectively. Our procedures included testing the operating effectiveness of those controls that we con-
sider necessary to provide reasonable assurance that the control objectives stated in the description were 
achieved. An assurance engagement of this type also includes evaluating the overall presentation of the de-
scription, the suitability of the objectives stated therein and the suitability of the criteria specified by the 
data processor and described in the Management’s statement section.  

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our opin-
ion. 

Limitations of controls at a data processor 
EG A/S’s description is prepared to meet the common needs of a broad range of data controllers and may 
not, therefore, include every aspect of EG A/S’s development and operating services that the individual 
data controllers may consider important in their particular circumstances. Also, because of their nature, 
controls at a data processor may not prevent or detect all personal data breaches. Furthermore, the projec-
tion of any evaluation of the operating effectiveness to future periods is subject to the risk that controls at a 
data processor may become inadequate or fail. 

Opinion 
Our opinion has been formed on the basis of the matters outlined in this auditor’s report. The criteria we 
used in forming our opinion are those described in the Management’s statement section. In our opinion, in 
all material respects: 

a) The description fairly presents EG A/S’s development and operating services as designed and imple-
mented throughout the period from 1 January 2022 to 31 December 2022; 

b) The controls related to the control objectives stated in the description were suitably designed through-
out the period from 1 January 2022 to 31 December 2022; and 

c) The controls tested, which were those necessary to provide reasonable assurance that the control ob-
jectives stated in the description were achieved, operated effectively throughout the period from 1 Jan-
uary 2022 to 31 December 2022. 

Description of test of controls 
The specific controls tested and the nature, timing and results of those tests are listed in section 4. 
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Intended users and purpose 
This report and the description of tests of controls in section 4 are intended only for data controllers who 
have used EG A/S’s development and operating services and who have a sufficient understanding to con-
sider it, along with other information, including information about controls operated by the data control-
lers themselves, in assessing whether the requirements of the data protection rules have been complied 
with. 

 
Aarhus, 17 April 2023 
PricewaterhouseCoopers 
Statsautoriseret Revisionspartnerselskab 
CVR no. 33 77 12 31 
 
 
 
Jesper Parsberg Madsen  
State-Authorised Public Accountant  
mne26801  
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3. Description of processing 
Introduction and scope 
This system description concerns the IT general controls related to application development and hosting 
activities at EG Danmark A/S, which is owned by the private equity fund Francisco Partners. Standard IT 
operations and hosting activities are provided by EG CloudOps, and application development is handled by 
the individual business units, which in this report are referred to as EG.  

As far as application development is concerned, EG works according to the same procedures and methods 
on all development tasks.  

EG uses Global Connect A/S and team.blue Denmark A/S as subservice suppliers of physical security in 
data centres where customer operations are performed. Global Connect A/S and team.blue Denmark A/S 
are e.g. responsible for physical security, hardware, network, backup, hypervisor and storage.   

This report uses the carve-out method and does not comprise controls performed by subservice suppliers 
Global Connect A/S and team.blue Denmark A/S. For 2022, these controls are covered by auditor’s reports 
received from the subservice suppliers. 

EG handles operation and monitoring in connection with IT operations and hosting activities and is re-
sponsible for ensuring the implementation and operation of control systems to prevent and detect errors, 
including intentional errors, in order to comply with contracts and best practice. 

This description is limited to general standards of administration as described in EG’s standard contract. 
Specific matters related to individual customer contracts are not covered.  

Based on the above delimitation and the system description specified below, EG assesses that we have 
maintained effective controls in all material matters. EG is aware of the continuous development in the 
area and continuously works to improve the controls.  

EG specialises in building and delivering industry-specific vertical software. This report covers EG's deliv-
erables under customer contracts with a view to EG's compliance with its obligations as a data processor 
under Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the 
protection of natural persons with regard to the processing of personal data and on the free movement of 
such data (General Data Protection Regulation) (hereinafter referred to as GDPR). 

The GDPR work is divided into two focus areas: the internal area which concerns all internal processes in 
which we as a company deal with personal data (e.g. HR, IT, marketing and finance) and the customer-fac-
ing area – covered by this report – which concerns all areas in which we interact with our customers and 
potentially could come into contact with personal data.  

Description of services covered by the report 
The services provided by EG are tailored to several different types of customers. The conditions for the in-
dividual customers are specified in contracts; each business area is based on standard contracts which may 
contain individual adjustments and options. The following areas cover the services offered by EG: 

 Hosting 
 Application development. 
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Control environment 
Management structure 
Compliance with the requirements in relation to IT security follows the organisation established in relation 
to the management of information security as described below. 

At EG, the organisational set-up and management are based on a structure by function where the manager 
of the individual department has staff responsibilities. The responsibility for security of the individual pro-
cesses lies with the individual(s) responsible and the performing individual(s), respectively. The manager 
responsible has the responsibility of ensuring that the process is followed and documented by the perform-
ing employees. 

Organisation of information security (control objective B) 
The overall responsibility for IT security at EG and associated companies lies with the IT security commit-
tee (EG Security Committee) which deals with all major relevant IT security matters of a fundamental na-
ture. 

The IT security committee is represented by employees from top management, division managers, the head 
of IT and CISO and the head of Group Legal & Compliance. The IT security committee reports directly to 
the Executive Board of EG.  

The committee is normative, and based on the adopted IT security policy it lays down the principles and 
guidelines that are to ensure objectives are met.  

Like all other employees, members of the IT security committee regularly participate in relevant awareness 
training within IT security. The IT security is executed through internal strategy, policies, standards, proce-
dures and guidelines. 

The VP of Corporate IT is responsible for the operations in accordance with established guidelines and for 
the day-to-day management.  

The employees' day-to-day manager is responsible for checking that the employee complies with group-
related policies and procedures that support the IT security policy as well as with local guidelines and pro-
cedures.  

Security incidents, status and security weaknesses are reported to the IT security committee which initiates 
any further action. 

GDPR Committee 
The overall responsibility for data protection matters of a fundamental nature lies with EG's GDPR Com-
mittee.  

The GDPR Committee (GDPR Committee) is a normative committee for EG's strategy and risks in relation 
to GDPR-related topics. The committee supports and ensures efficient business and best practice within 
data protection across EG Danmark A/S and associated companies.  

The chairman of the GDPR committee is appointed by the CFO and elected from among the committee 
members. In addition, a secretary of the committee is elected from among the employees of Group Legal & 
Compliance.   

The GDPR Committee lays down applicable data protection principles and guidelines in accordance with 
the GDPR and other national data protection legislation. It takes GDPR initiatives, facilitates relevant 
awareness and training and ensures an optimal audit process (ISAE 3402 and ISAE 3000). 
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Education and training 
When policies, guidelines and procedures (standard operating procedures) are updated, this is communi-
cated to all employees. Policies and procedures are available in EG's ISMS system in which employees can 
always find information. If an employee becomes aware of errors and defects, he or she must inform the 
relevant contact person or department listed in the relevant policy or procedure.  

Compliance with instructions from the data controller 
(control objective A) 
EG has established a number of GDPR policies and procedures that employees have received and are 
trained to comply with. These e.g. include: 

 GDPR Handbook for Employees 
 Code of Conduct Employees 
 Whistleblower Scheme 
 Email Policy  
 Privacy & Cookie Policy 
 GDPR-related procedures (SOP).  

 
EG processes personal data in accordance with the customer's instructions. EG does not process personal 
data without having entered into a data processing agreement with the data controller (the customer). EG 
has a standard data processing agreement which is updated at least once a year by Group Legal & Compli-
ance. EG's standard data processing agreement is based on the Danish Data Protection Agency's template. 
Each solution area must draw up a data processing agreement based on EG's standard data processing 
agreement containing defined requirements for the processing of personal data, including:  

 Purpose of processing activity/activities  
 Categories of personal data 
 Sub-processors 
 Transfer to a third country.  

 
Sub-processors to carry out specific processing activities on behalf of the customer are only used after the 
customer has approved the use of the sub-processor. In the data processing agreement, EG has ensured 
that all sub-processors comply with the same data protection obligations as those defined in the data pro-
cessing agreement between EG and the customer.  

For each solution area and cross-disciplinary process – cf. previous sections – appropriate technical and 
organisational controls have been established in these areas.  

A continuous – at least annual – assessment is carried out as to whether EG still has the necessary appro-
priate technical and organisational security measures in place to continue to deliver the solution and ser-
vice in question to the customer.  

Technical and organisational measures (control objec-
tives B and C) 
For information on technical and organisational controls, please refer to the prepared ISAE 3402 reports. 
These include areas such as:  

 Human resource security 
 Security incident management 
 External parties and supplier relationships 
 Physical security  
 Operating procedure 
 Monitoring and logging 
 Segregation of duties  
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 Encryption 
 Backup and restore 
 Error correction and support 
 Access control 
 Acquisition, development and maintenance of systems 
 Acquisition, development and maintenance of applications 
 Disaster recovery plans.  

Development, testing and maintenance: 
As a general rule, personal data used for development, testing or similar activity is in pseudonymised or 
anonymised form. It is used only to act in the interests of the customer according to agreement and on the 
customer’s behalf. In certain cases, it may be necessary to test on real data, and personal data will then be 
transferred from production to test environment. In such cases, approval must be obtained from the cus-
tomer.  

Organisation of data protection and the data protection officer: 
EG has not appointed a data protection officer as the primary activity of the group’s core business does not 
involve the processing of personal data. Instead, EG has a Data Protection Office, which is anchored in EG's 
legal department, Group Legal & Compliance. The department carries out general legal tasks within IT, the 
GDPR and compliance. 

The data processor assists the data controller: 
To the extent that EG is responsible for processing personal data on behalf of and on instructions from the 
data controller, EG assists the data controller in ensuring compliance with: 

 the responsibility to implement appropriate technical and organisational security measures to en-
sure a level adapted to the risks associated with the processing  

 the responsibility to report a personal data breach to the controlling authority (the Danish Data 
Protection Agency) without undue delay and, where feasible, no later than 72 hours after having 
become aware of the security breach unless the personal data breach is unlikely to result in a risk to 
the rights and the freedoms of natural persons 

 the responsibility to notify the data subject(s) about the personal data breach without undue delay 
when a personal data breach is likely to involve a high risk to the rights and freedoms of natural 
persons  

 the responsibility to carry out a data protection impact assessment if a type of processing is likely 
to involve a high risk to the rights and freedoms of natural persons 

 the responsibility to confer with the controlling authority (the Danish Data Protection Agency) be-
fore processing if an impact assessment regarding data protection shows that the processing will 
result in a high risk because of the arrangements made by the data controller to minimise the risk. 

Erasure procedure (control objective D) 
EG has written procedures for erasure of personal data in accordance with the data processing agreement 
concluded with the customer.  

Special requirements for erasure of personal data, including deletion routines, follow specifically from the 
data processing agreement concluded with the customer.  

Upon termination of the processing of personal data for the data controller, EG will either return the per-
sonal data to the data controller and/or erase the personal data, providing this does not conflict with other 
legislation. The specific procedure for termination of processing of personal data is agreed under instruc-
tions from the customer in accordance with the data processing agreement with the customer.  
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Storage procedure (control objective E) 
EG has written procedures for storage of personal data in accordance with the data processing agreement 
concluded with the customer.  

Special requirements for storage and erasure of personal data, including storage periods, are specifically set 
out in the data processing agreement concluded with the customer. 

An overview of processing activities and indication of locations, countries and regions for EG as a data pro-
cessor and EG’s sub-processors is included in the data processing agreement concluded with the customer.  

Sub-processors (control objective F) 
EG has concluded data processing agreements with all its sub-processors to ensure the same data protec-
tion obligations as those provided in the data processing agreement with the customer. EG only uses sub-
processors for the processing of personal data upon specific or general approval by the data controller.  

EG maintains an overview of all approved sub-processors, comprising, as a minimum, the individual sub-
processor's name, company registration no. or similar, address and description of processing activity. 

New sub-processors of EG  
All new sub-processors of EG are assessed and approved by EG's Vendor Approval Board (VAB).  

VAB consists of VP Procurement, CTO and General Counsel from Group Legal & Compliance.  

In addition, a secretary of VAB is elected from among the employees of Group Legal & Compliance. 

VAB ensures a common approval process for all sub-processors and that the sub-processors comply with 
EG's requirements regarding technology, security, compliance and data protection.  

Supervision of sub-processors 
EG carries out supervision of all sub-processors at least once a year based on a risk assessment. Supervi-
sion of sub-processors is carried out centrally in EG's legal department, Group Legal & Compliance. The 
supervision ensures and documents the sub-processors used for the service that EG provides to the cus-
tomer in relation to:  

 GDPR compliance, including ensuring adequate protection of data subjects' rights in accordance 
with the GDPR if personal data is processed 

 Compliance with equivalent technical security measures as specified in the data processing agree-
ment with the customer 

 Compliance with equivalent organisational security measures as specified in the data processing 
agreement with the customer. 

All final approvals of supervision reports on sub-processors are made by VAB. 

Transfer of data to third countries or international or-
ganisations (control objective G) 
Written procedures are in place which include a requirement that the data processor must only transfer 
personal data to third countries or international organisations in accordance with the data processing 
agreement with the data controller by using a valid basis of transfer. 
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The rights of the data subject (control objective H) 
In consideration of the nature of the processing, EG assists the data controller – as far as possible and by 
means of appropriate technical and organisational measures – in the fulfilment of the data controller’s ob-
ligations to respond to requests for exercising the data subject’s rights under the GDPR. 

EG has a procedure for handling and documenting enquiries from the data controllers in relation to assist-
ing with handling the rights of the data subjects (access, erasure, rectification, etc.).  

The specific procedure and controls for handling and documenting assistance to the data controller are set 
out in the data processing agreement concluded between EG and the customer.  

Procedure for handling security breaches (control objec-
tive I) 
In case of any (potential) personal data breaches, EG – as a data processor – must notify the data controller 
in accordance with the data processing agreement after having become aware of a personal data breach at 
EG or at EG’s sub-processor.  

As a data processor, EG assists the data controller with the reporting of data breaches to the Danish Data 
Protection Agency.  

Complementary controls at the data controllers  
As part of the delivery of services, the data controller must implement certain controls that are important 
to achieve the control objectives specified in the description. This includes: 

 Consideration of consequences in relation to personal data protection when changes are made to 
existing solutions (privacy by design and privacy by default) and submission of a request for 
change to EG to the extent relevant  

 Consideration of / testing of new versions of solutions in connection with implementation (change 
management) 

 Set-up and administration of own users of the solution in the production environment (identity 
and access management) 

 Set-up and administration of users from EG who have access to the customer’s environment (iden-
tity and access management). 

Improvements 
In 2022, EG has taken the following measures to improve the level of security and data protection:  

Month Measures 

June – December 2022 Appointment of new CISO at EG Danmark A/S 
with responsibility for EG Security.  

September – December 2022 Revised EG Software Development Life Cycle pol-
icy and Change Management procedure.  
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4. Control objectives, control activity, tests and test re-
sults 

Control objective A:  
Procedures and controls are complied with to ensure that instructions for the processing of personal data are complied with in accordance with the data 
processing agreement entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

A.1 Written procedures are in place which include a 
requirement that personal data must only be pro-
cessed when instructions to this effect are availa-
ble. 
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that personal data are 
only processed according to instructions. 
Checked by way of inspection that the procedures in-
clude a requirement to assess at least once a year the 
need for updates, including in case of changes in the 
data controller’s instructions or changes in the data 
processing.  
Checked by way of inspection that procedures are up 
to date. 

No significant exceptions noted. 

A.2 The data processor only processes personal data 
stated in the instructions from the data control-
ler. 

Checked by way of inspection that Management en-
sures that personal data are only processed according 
to instructions. 
Checked by way of inspection of a sample of personal 
data processing operations that these are conducted 
consistently with instructions. 

No significant exceptions noted. 
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Control objective A:  
Procedures and controls are complied with to ensure that instructions for the processing of personal data are complied with in accordance with the data 
processing agreement entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

A.3 The data processor immediately informs the data 
controller if an instruction, in the data proces-
sor’s opinion, infringes the Regulation or other 
European Union or member state data protection 
provisions. 

Checked by way of inspection that formalised proce-
dures are in place ensuring verification that personal 
data are not processed against the Data Protection 
Regulation or other legislation. 
Checked by way of inspection that procedures are in 
place for informing the data controller of cases where 
the processing of personal data is considered to be 
against legislation.  
Checked by way of inspection that the data controller 
was informed in cases where the processing of per-
sonal data was evaluated to be against legislation. 

No significant exceptions noted. 
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Control objective B:  
Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.1 Written procedures are in place which include a 
requirement that security measures agreed are 
established for the processing of personal data in 
accordance with the agreement with the data con-
troller. 
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place to ensure establishment of the secu-
rity measures agreed. 
Checked by way of inspection that procedures are up 
to date. 
Checked by way of inspection of a sample of data pro-
cessing agreements that the security measures agreed 
have been established. 

No significant exceptions noted. 

B.2 The data processor has performed a risk assess-
ment and, based on this, implemented the tech-
nical measures considered relevant to achieve an 
appropriate level of security, including establish-
ment of the security measures agreed with the 
data controller.  

Checked by way of inspection that formalised proce-
dures are in place to ensure that the data processor 
performs a risk assessment to achieve an appropriate 
level of security. 
Checked by way of inspection that the risk assessment 
performed is up to date and comprises the current 
processing of personal data. 
Checked by way of inspection that the data processor 
has implemented the technical measures ensuring an 
appropriate level of security consistent with the risk 
assessment. 
Checked by way of inspection that the data processor 
has implemented the security measures agreed with 
the data controller. 

No significant exceptions noted. 

B.3 For the systems and databases used in the pro-
cessing of personal data, antivirus software has 
been installed that is updated on a regular basis.  

Checked by way of inspection that antivirus software 
has been installed for the systems and databases used 
in the processing of personal data.  
Checked by way of inspection that antivirus software 
is up to date. 

No significant exceptions noted. 
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Control objective B:  
Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.4 External access to systems and databases used in 
the processing of personal data takes place 
through a secured firewall. 

Checked by way of inspection that external access to 
systems and databases used in the processing of per-
sonal data takes place only through a secured firewall.  
Checked by way of inspection that the firewall has 
been configured in accordance with the relevant inter-
nal policy. 

No significant exceptions noted. 

B.5 Internal networks have been segmented to ensure 
restricted access to systems and databases used 
in the processing of personal data. 

Inquired whether internal networks have been seg-
mented to ensure restricted access to systems and da-
tabases used in the processing of personal data. 
Inspected network diagrams and other network docu-
mentation to ensure appropriate segmentation. 

No significant exceptions noted. 

B.6 Access to personal data is isolated to users with a 
work-related need for such access. 

Checked by way of inspection that formalised proce-
dures are in place for restricting users’ access to per-
sonal data. 
Checked by way of inspection that formalised proce-
dures are in place for following up on users’ access to 
personal data being consistent with their work-related 
need. 
Checked by way of inspection that the technical 
measures agreed support retaining the restriction in 
users’ work-related access to personal data. 
Checked by way of inspection of a sample of users’ ac-
cess to systems and databases that such access is re-
stricted to the employees’ work-related need. 

During our testing, we noted that re-
view of access to password manager 
was not done on a timely basis in a 
number of units. 

Finding on review of password access 
performed by managers is addressed 
and closed in Q1 2023. All managers 
have completed the control of the user' 
access to personal data in accordance 
with the EG procedure. 

No further significant exceptions noted. Pe
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Control objective B:  
Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.7 System monitoring with an alarm feature has 
been established for the systems and databases 
used in the processing of personal data, e.g. in the 
event of a compromise. 

Checked by way of inspection that system monitoring 
with an alarm feature has been established for sys-
tems and databases used in the processing of personal 
data. 
Checked by way of inspection of a sample of alarms 
that these were followed up on and that the data con-
trollers were informed thereof as appropriate. 

No significant exceptions noted. 

B.8 Effective encryption is applied when transmitting 
confidential and sensitive personal data through 
the internet or by email.  
TLS encryption in connection with the transmis-
sion of emails complies with the Danish Data 
Protection Agency's requirements in this area. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that transmissions of sen-
sitive and confidential data through the internet are 
protected by powerful encryption based on a recog-
nised algorithm.  
Checked by way of inspection that technological en-
cryption solutions have been available and active 
throughout the assurance period.  
Checked by way of inspection that encryption is ap-
plied when transmitting confidential and sensitive 
personal data through the internet or by email. 
Inquired whether any unencrypted transmission of 
sensitive and confidential personal data has taken 
place during the assurance period and whether the 
data controllers have been appropriately informed 
thereof. 

No significant exceptions noted. 
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Control objective B:  
Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.9 Logging of the following matters has been estab-
lished in systems, databases and networks: 

 Activities performed by system adminis-
trators and others holding special rights 

 Security incidents comprising: 
o Changes in log set-ups, including 

disabling of logging 
o Changes in users’ system rights 
o Failed attempts to log on to systems, 

databases or networks. 
Log information is protected against manipula-
tion and technical errors and is reviewed regu-
larly. 

Checked by way of inspection that formalised proce-
dures are in place for setting up logging of user activi-
ties in systems, databases or networks that are used to 
process and transmit personal data, including review 
of and follow-up on logs. 
Checked by way of inspection that logging of user ac-
tivities in systems, databases or networks that are 
used to process or transmit personal data has been 
configured and activated.  
Checked by way of inspection that user activity data 
collected in logs are protected against manipulation or 
deletion. 
Checked by way of inspection of a sample of logging 
that the content of log files is as expected compared to 
the set-up and that documentation confirms the fol-
low-up performed and the response to any security in-
cidents. 
Checked by way of inspection of a sample of logging 
that documentation confirms the follow-up performed 
on activities carried by system administrators and 
others holding special rights. 

No significant exceptions noted. 
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Control objective B:  
Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.10 Personal data used for development, testing or 
similar activity are always in pseudonymised or 
anonymised form. Such use only takes place to 
accomplish the data controller's purpose accord-
ing to agreement and on the data controller’s be-
half. 

Checked by way of inspection that formalised proce-
dures are in place for using personal data for develop-
ment, testing or similar activity to ensure that such 
use only takes place in pseudonymised or anonymised 
form. 
Checked by way of inspection of samples of develop-
ment and test databases that personal data included 
therein are pseudonymised or anonymised.  
Checked by way of inspection of a sample of develop-
ment and test databases in which personal data are 
not pseudonymised or anonymised that this has taken 
place according to agreement with, and on behalf of, 
the data controller. 

No significant exceptions noted. 

B.11 The technical measures established are tested on 
a regular basis in vulnerability scans and penetra-
tion tests. 
Significant vulnerabilities are remedied within a 
specified and acceptable time frame. 

Checked by way of inspection that formalised proce-
dures are in place for regularly testing technical 
measures, including for performing vulnerability 
scans and penetration tests.  
Checked by way of inspection of a sample that docu-
mentation confirms regular testing of the technical 
measures established. 
Checked by way of inspection that any deviations or 
weaknesses in the technical measures have been re-
sponded to in a timely and satisfactory manner and 
communicated to the data controllers as appropriate. 

No significant exceptions noted. 
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Control objective B:  
Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.12 Changes to systems, databases or networks are 
made consistently with established procedures 
that ensure maintenance using relevant updates 
and patches, including security patches.  
Security patches are installed according to the 
vendor's recommendations and release cycle. 

Checked by way of inspection that formalised proce-
dures are in place for handling changes to systems, 
databases or networks, including handling of relevant 
updates, patches and security patches.  
Checked by way of inspection of extracts from tech-
nical security parameters and set-ups that systems, 
databases or networks have been updated using 
agreed changes and relevant updates, patches and se-
curity patches. 

During our testing, we noted that a 
Unix server has not been patched with 
the latest security packages. We are in-
formed that the matter was rectified at 
the beginning of January 2023. 

No further significant exceptions noted. 

B.13 A formalised procedure is in place for granting 
and removing users’ access to personal data. Us-
ers’ access is reconsidered on a regular basis and 
at least every six months, including the continued 
justification of rights by a work-related need. 

Checked by way of inspection that formalised proce-
dures are in place for granting and removing users’ ac-
cess to systems and databases used for processing per-
sonal data. 
Checked by way of inspection of a sample of employ-
ees’ access to systems and databases that the user ac-
cesses granted have been authorised and that a work-
related need exists. 
Checked by way of inspection of a sample of resigned 
or dismissed employees that their access to systems 
and databases was deactivated or removed in a timely 
manner. 
Checked by way of inspection that documentation 
states that user accesses granted are evaluated and au-
thorised on a regular basis. 

No significant exceptions noted. 
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Control objective B:  
Procedures and controls are complied with to ensure that the data processor has implemented technical measures to safeguard relevant security of pro-
cessing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

B.14 Systems and databases processing personal data 
that involve a high risk for the data subjects are 
accessed as a minimum by using two-factor au-
thentication or a secured jump host solution. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that two-factor authenti-
cation is applied in the processing of personal data 
that involves a high risk for the data subjects. 
Checked by way of inspection that users’ access to pro-
cessing personal data that involve a high risk for the 
data subjects may only take place by using two-factor 
authentication. 

No significant exceptions noted. 

B.15 Physical access security measures have been es-
tablished so as to only permit physical access by 
authorised persons to premises and data centres 
at which personal data are stored and processed. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that only authorised per-
sons can gain physical access to premises and data 
centres at which personal data are stored and pro-
cessed. 
Checked by way of inspection of documentation that, 
throughout the assurance period, only authorised per-
sons have had physical access to premises and data 
centres at which personal data are stored and pro-
cessed. 

No significant exceptions noted. 
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Control objective C: 
Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.1 Management of the data processor has approved 
a written information security policy that has 
been communicated to all relevant stakeholders, 
including the data processor’s employees. The in-
formation security policy is based on the risk as-
sessment performed.  
Assessments are made on a regular basis – and at 
least once a year – as to whether the information 
security policy should be updated. 

Checked by way of inspection that an information se-
curity policy exists that Management has considered 
and approved within the past year. 
Checked by way of inspection of documentation that 
the information security policy has been communi-
cated to relevant stakeholders, including the data pro-
cessor’s employees.  

No significant exceptions noted. 

C.2 Management of the data processor has checked 
that the information security policy does not con-
flict with data processing agreements entered 
into. 

Inspected documentation of Management’s assess-
ment that the information security policy generally 
meets the requirements for security measures and the 
security of processing in the data processing agree-
ments entered into. 
Checked by way of inspection of a sample of data pro-
cessing agreements that the requirements in these 
agreements are covered by the requirements of the in-
formation security policy for security measures and 
security of processing. 

No significant exceptions noted. 
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Control objective C: 
Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.3 The employees of the data processor are screened 
as part of the employment process. Such screen-
ing comprises, as relevant: 

 References from former employers 
 Certificates of criminal record 
 Diplomas. 

Checked by way of inspection that formalised proce-
dures are in place to ensure screening of the data pro-
cessor’s employees as part of the employment process.  
Checked by way of inspection of a sample of  data pro-
cessing agreements that the requirements therein for 
screening employees are covered by the data proces-
sor’s screening procedures. 
Checked by way of inspection of employees appointed 
during the assurance period that documentation 
states that the screening has comprised: 

 References from former employers 
 Certificates of criminal record 
 Diplomas. 

No significant exceptions noted. 

C.4 Upon appointment, employees sign a confidenti-
ality agreement. In addition, the employees are 
introduced to the information security policy and 
procedures for data processing as well as any 
other relevant information regarding the employ-
ees’ processing of personal data. 

Checked by way of inspection of employees appointed 
during the assurance period that the relevant employ-
ees have signed a confidentiality agreement.  
Checked by way of inspection of employees appointed 
during the assurance period that the relevant employ-
ees have been introduced to: 

 The information security policy 
 Procedures for processing data and other rele-

vant information. 

No significant exceptions noted. 
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Control objective C: 
Procedures and controls are complied with to ensure that the data processor has implemented organisational measures to safeguard relevant security of 
processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

C.5 The data processor has implemented a process 
for termination of employment to ensure that us-
ers’ rights are deactivated or terminated, includ-
ing that assets are returned. 

Inspected procedures ensuring that terminated em-
ployees’ rights are deactivated or terminated upon 
resignation or dismissal and that assets such as access 
cards, computers, mobile phones, etc. are returned. 
Checked by way of inspection of employees resigned 
or dismissed during the assurance period that rights 
have been deactivated or terminated and that assets 
have been returned.  

No significant exceptions noted. 

C.6 Upon termination, employees are informed that 
the confidentiality agreement signed remains 
valid and that they are subject to a general duty of 
confidentiality in relation to the processing of 
personal data performed by the data processor 
for the data controllers. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that resigned or dismissed 
employees are made aware of the continued validity of 
the confidentiality agreement and the general duty of 
confidentiality. 
Checked by way of inspection of employees resigned 
or dismissed during the assurance period that docu-
mentation confirms the continued validity of the con-
fidentiality agreement and the general duty of confi-
dentiality. 

No significant exceptions noted. 

C.7 Awareness training is provided to the data pro-
cessor’s employees on a regular basis with respect 
to general IT security and security of processing 
related to personal data. 

Checked by way of inspection that the data processor 
provides awareness training to the employees cover-
ing general IT security and security of processing re-
lated to personal data. 
Inspected documentation stating that all employees 
who have either access to or process personal data 
have completed the awareness training provided. 

No significant exceptions noted. 
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Control objective D:  
Procedures and controls are complied with to ensure that personal data can be deleted or returned if arrangements are made with the data controller to 
this effect. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

D.1 Written procedures are in place which include a 
requirement that personal data must be stored 
and deleted in accordance with the agreement 
with the data controller. 
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place for storing and deleting personal 
data in accordance with the agreement with the data 
controller. 
Checked by way of inspection that procedures are up 
to date.  

No significant exceptions noted. 

D.2 Any agreed specific requirements for the data 
processor’s storage periods and deletion routines 
in accordance with the concluded data processing 
agreements are followed.  

Checked by way of inspection that the existing proce-
dures for storage and deletion include specific re-
quirements for the data processor’s storage periods 
and deletion routines. 
Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that per-
sonal data are stored in accordance with the agreed 
storage periods. 
Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that per-
sonal data are deleted in accordance with the agreed 
deletion routines. 

No significant exceptions noted. 

D.3 Upon termination of the processing of personal 
data for the data controller, data have, in accord-
ance with the agreement with the data controller, 
been: 

 Returned to the data controller and/or 
 Deleted if this is not in conflict with other 

legislation.  

Checked by way of inspection that formalised proce-
dures are in place for processing the data controller’s 
data upon termination of the processing of personal 
data. 
Checked by way of inspection of terminated data pro-
cessing sessions during the assurance period that doc-
umentation states that the agreed deletion or return of 
data has taken place. 

No significant exceptions noted. 
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Control objective E:  
Procedures and controls are complied with to ensure that the data processor will only store personal data in accordance with the agreement with the 
data controller. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

E.1 Written procedures are in place which include a 
requirement that personal data must only be 
stored in accordance with the agreement with the 
data controller. 
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place for only storing and processing per-
sonal data in accordance with the data processing 
agreements. 
Checked by way of inspection that procedures are up 
to date. 
Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that data 
processing takes place in accordance with the data 
processing agreement. 

No significant exceptions noted. 

E.2 Data processing and storage by the data proces-
sor must only take place in the localities, coun-
tries or regions approved by the data controller. 

Checked by way of inspection that the data processor 
has a complete and updated list of processing activi-
ties stating localities, countries or regions. 
Checked by way of inspection of a sample of data pro-
cessing sessions from the data processor’s list of pro-
cessing activities that documentation states that the 
processing of data, including the storage of personal 
data, takes place only in the localities stated in the 
data processing agreement – or otherwise as approved 
by the data controller. 

No significant exceptions noted. 
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Control objective F:  
Procedures and controls are complied with to ensure that only approved sub-processors are used and that, when following up on such processors' tech-
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.1 Written procedures are in place which include re-
quirements for the data processor when using 
subprocessors, including requirements for sub-
processing agreements and instructions.  
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place for using subprocessors, including 
requirements for subprocessing agreements and in-
structions.  
Checked by way of inspection that procedures are up 
to date.  

No significant exceptions noted. 

F.2 The data processor only uses subprocessors to 
process personal data that have been specifically 
or generally approved by the data controller. 

Checked by way of inspection that the data processor 
has a complete and updated list of subprocessors 
used.  
Checked by way of inspection of a sample of subpro-
cessors from the data processor’s list of subprocessors 
that documentation states that the processing of data 
by the subprocessor follows from the data processing 
agreements – or otherwise as approved by the data 
controller. 

No significant exceptions noted. 

F.3 When changing the generally approved subpro-
cessors used, the data controller is informed in 
time to enable such controller to raise objections 
and/or withdraw personal data from the data 
processor. When changing the specially approved 
subprocessors used, this has been approved by 
the data controller. 

Checked by way of inspection that formalised proce-
dures are in place for informing the data controller 
when changing the subprocessors used. 
Inspected documentation stating that the data con-
troller was informed when changing the subproces-
sors used throughout the assurance period. 

No significant exceptions noted. 
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Control objective F:  
Procedures and controls are complied with to ensure that only approved sub-processors are used and that, when following up on such processors' tech-
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.4 The data processor has subjected the subproces-
sor to the same data protection obligations as 
those provided in the data processing agreement 
or similar document with the data controller. 

Checked by way of inspection for existence of signed 
subprocessing agreements with subprocessors used, 
which are stated on the data processor’s list. 
Checked by way of inspection of a sample of subpro-
cessing agreements that they include the same re-
quirements and obligations as are stipulated in the 
data processing agreements between the data control-
lers and the data processor. 

No significant exceptions noted. 

F.5 The data processor has a list of approved subpro-
cessors disclosing: 

 Name 
 Company registration no. 
 Address 
 Description of the processing.  

Checked by way of inspection that the data processor 
has a complete and updated list of subprocessors used 
and approved. 
Checked by way of inspection that, as a minimum, the 
list includes the required details about each subpro-
cessor. 

No significant exceptions noted. 

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: U
AQ

PD
-P

E7
EB

-O
1A

36
-V

6T
F4

-X
FS

YG
-1

AK
KX



 
 
 

 

  30  
 

 

Control objective F:  
Procedures and controls are complied with to ensure that only approved sub-processors are used and that, when following up on such processors' tech-
nical and organisational measures to protect the rights of data subjects and the processing of personal data, the data processor ensures adequate security 
of processing. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

F.6 Based on an updated risk assessment of each sub-
processor and the activity taking place at such 
processor, the data processor regularly follows up 
thereon through meetings, inspections, reviews of 
auditor's reports or similar activity. The data con-
troller is informed of the follow-up performed at 
the subprocessor. 

Checked by way of inspection that formalised proce-
dures are in place for following up on processing ac-
tivities at subprocessors and compliance with the sub-
processing agreements. 
Checked by way of inspection of documentation that 
each subprocessor and the current processing activity 
at such processor are subjected to risk assessment. 
Checked by way of inspection of documentation that 
technical and organisational measures, security of 
processing at the subprocessors used, third countries’ 
bases of transfer and similar matters are appropriately 
followed up on. 
Checked by way of inspection of documentation that 
information on the follow-up at subprocessors is com-
municated to the data controller so that such control-
ler may plan an inspection.  

No significant exceptions noted. 
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Control objective G:  
Procedures and controls are complied with to ensure that the data processor will only transfer personal data to third countries or international organisa-
tions in accordance with the agreement with the data controller by using a valid basis of transfer. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

G.1 Written procedures are in place which include a 
requirement that the data processor must only 
transfer personal data to third countries or inter-
national organisations in accordance with the 
agreement with the data controller by using a 
valid basis of transfer. 
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place to ensure that personal data are 
only transferred to third countries or international or-
ganisations in accordance with the agreement with the 
data controller by using a valid basis of transfer. 
Checked by way of inspection that procedures are up 
to date. 

No significant exceptions noted. 

G.2 The data processor must only transfer personal 
data to third countries or international organisa-
tions according to instructions by the data con-
troller. 

Checked by way of inspection that the data processor 
has a complete and updated list of transfers of per-
sonal data to third countries or international organi-
sations. 
Checked by way of inspection of a sample of data 
transfers from the data processor’s list of transfers 
that documentation states that such transfers were ar-
ranged with the data controller in the data processing 
agreement or subsequently approved. 

No significant exceptions noted. 

G.3 As part of the transfer of personal data to third 
countries or international organisations, the data 
processor assessed and documented the existence 
of a valid basis of transfer. 

Checked by way of inspection that formalised proce-
dures are in place for ensuring a valid basis of trans-
fer. 
Checked by way of inspection that procedures are up 
to date. 
Checked by way of inspection of a sample of data 
transfers from the data processor’s list of transfers 
that documentation confirms a valid basis of transfer 
in the data processing agreement with the data con-
troller and that transfers have only taken place insofar 
as this was arranged with the data controller. 

No significant exceptions noted. 
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Control objective H:  
Procedures and controls are complied with to ensure that the data processor can assist the data controller in handing out, correcting, deleting or restrict-
ing information on the processing of personal data to the data subject. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

H.1 Written procedures are in place which include a 
requirement that the data processor must assist 
the data controller in relation to the rights of data 
subjects.  
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place for the data processor’s assistance 
to the data controller in relation to the rights of data 
subjects.  
Checked by way of inspection that procedures are up 
to date. 

No significant exceptions noted. 

H.2 The data processor has established procedures 
that, insofar as this was agreed, enable timely as-
sistance to the data controller in handing out, 
correcting, deleting or restricting or providing in-
formation about the processing of personal data 
to data subjects. 

Checked by way of inspection that the procedures in 
place for assisting the data controller include detailed 
procedures for: 

 Handing out data 
 Correcting data 
 Deleting data 
 Restricting the processing of personal data  
 Providing information about the processing of 

personal data to data subjects. 
Checked by way of inspection of documentation that 
the systems and databases used support the perfor-
mance of the relevant detailed procedures. 

No significant exceptions noted. 
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Control objective I:  
Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree-
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.1 Written procedures are in place which include a 
requirement that the data processor must inform 
the data controllers in the event of any personal 
data breaches.  
Assessments are made on a regular basis – and at 
least once a year – as to whether the procedures 
should be updated. 

Checked by way of inspection that formalised proce-
dures are in place which include a requirement to in-
form the data controllers in the event of any personal 
data breaches. 
Checked by way of inspection that procedures are up 
to date. 

No significant exceptions noted. 

I.2 The data processor has established the following 
controls to identify any personal data breaches: 

 Awareness of employees 
 Monitoring of network traffic 
 Follow-up on logging of access to per-

sonal data. 

Checked by way of inspection that the data processor 
provides awareness training to the employees in iden-
tifying any personal data breaches. 
Checked by way of inspection of documentation that 
network traffic is monitored and that anomalies, mon-
itoring alarms, large file transfers, etc. are followed up 
on. 
Checked by way of inspection of documentation that 
logging of access to personal data, including follow-up 
on repeated attempts to gain access, is followed up on 
in a timely manner. 

No significant exceptions noted. 
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Control objective I:  
Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree-
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.3 If any personal data breach occurred, the data 
processor in-formed the data controller without 
undue delay and in accordance with the data pro-
cessing agreement after having become aware of 
such personal data breach at the data processor 
or a subprocessor. 

Checked by way of inspection that the data processor 
has a list of security incidents disclosing whether the 
individual incidents involved a personal data breach. 
Made inquiries of the subprocessors as to whether 
they have identified any personal data breaches 
throughout the assurance period. 
Checked by way of inspection that the data processor 
has included any personal data breaches at subproces-
sors in the data processor’s list of security incidents. 
Checked by way of inspection that all personal data 
breaches recorded at the data processor or the subpro-
cessors have been communicated to the data control-
lers concerned without undue delay and in accordance 
with the data processing agreements after the data 
processor became aware of the personal data breach. 

No significant exceptions noted. 
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Control objective I:  
Procedures and controls are complied with to ensure that any personal data breaches may be responded to in accordance with the data processing agree-
ment entered into. 

No. Data processor’s control activity Tests performed by PwC Result of PwC’s tests 

I.4 The data processor has established procedures 
for assisting the data controller in filing reports 
with the Danish Data Protection Agency. These 
procedures must contain instructions on descrip-
tions of: 

 The nature of the personal data breach 
 Probable consequences of the personal 

data breach 
 Measures taken or proposed to be taken 

to respond to the personal data breach. 

Checked by way of inspection that the procedures in 
place for informing the data controllers in the event of 
any personal data breach include detailed instructions 
for:  

 Describing the nature of the personal data 
breach 

 Describing the probable consequences of the 
personal data breach 

 Describing measures taken or proposed to be 
taken to respond to the personal data breach. 

Checked by way of inspection of documentation that 
the procedures available support that measures are 
taken to respond to the personal data breach. 
Checked by way of inspection of documentation that, 
when a personal data breach occurred, measures were 
taken to respond to such breach. 

No significant exceptions noted. 
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            EG HQ ISAE 3000 report 2022 EN
            UAQPD-PE7EB-O1A36-V6TF4-XFSYG-1AKKX
            SHA-256
            9dd6eb3da3271363fa53c8fc73d780f3f6903e35791261378931df774d57d44b
            
                                    
                                                    EG Danmark A/S
                                                                            Kunde
                                            
                            
        
            
            EG Danmark - ISAE 3000 - 2022
            TE3U4-PKAWX-EJEOB-GAWOD-5BAPZ-AI8L1
            SHA-256
            ef9906f31c6f7490374fbefbff685cbe61cc8903007d17ad06a56e2a94337b70
            
                                    
                                                    EG Danmark A/S
                                                                            Kunde
                                            
                            
        
            
            EG Danmark - 3402 - 2022
            PCWVK-UBIEP-GHEEG-32DTX-S1MPL-8I0UA
            SHA-256
            6e839d9c6aaa3aeb87d49a72d950ea2ce6fd3e8ce677f43cc42a15b22e0b2c23
            
                                    
                                                    EG Danmark A/S
                                                                            Kunde
                                            
                            
        
            
            EG HQ ISAE 3402 report 2022 EN
            LTTUG-GLQGD-HOVJJ-MQBXZ-ZVPF8-P7LAT
            SHA-256
            77e57d62a529a4490bf58a3c9b641d2516c1631715694f774d423b03af673fdb
            
                                    
                                                    EG Danmark A/S
                                                                            Kunde
                                            
                            
        
    

            
            
                
    
    
        
            
                
            
            
                
                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      

                

                
                    Dokumenter der underskrives

                    
                        
                            
                                
                                    
                                

                                
                                    Jeg underskriver dokumentet ""                                


                                
                                                                                                            - 
                                            på vegne af  
                                            som 

                                

                                
                                    
                                        Dokumentnøgle: 
                                    

                                    
                                        Dokumentets kryptografiske  hash-værdi: 
                                    

                                

                            

                        
                    

                

            


            
        
         bGJ/yE9ImkF2G/h7dbOIV3d0EHcgM79oX/trGsajaKk=   r8uJmxappIR4odYS9sHudZjKMZ8yvzQwCvWY5VNVhX4= IzuuKqUH5oyqcU1zNTWzLTCPLXxZpUAuWWWaEt4jaF3X6g7rd4d5UO/8O5bVIH0fIHnlciD4eOL5fNCgjyt/zv2T7J5o2MgJx378eDeVqGptEsN8snyfvPVgf0bD+nsz3x7p5qv5fveIOsrMcr3nJG7XPulpNniDVIf+y5cATCBy3M6/lyKZA9dwSuEUDY2i6pROCpuw38sHk/HsYK3lFdij8EElDjpQ2B8XAGZjLtV3FtE9CqBnJeGEDJxeiW9RSfU8nh3CwtoDzrnvNedtHuE9PVJQ+Bau+J0WdX2/3Ze5Y5DA2n43QaF+gVwPEOpYwylhwkH86QslrIpNxjdDJv6ibqtJ53F3dXBr8oCF81g0nnS88d+/NR6N4qHhkJiqaxTu6HwNp1k4ZuohkhTA9YbawXpoqF4kx1AXB/+P/13q1IKr592cyWk95pk6cZFLl+/gZhL25MDq+DCeg0OcKINVObsQry4qgdpXfKiBm436W+wzfMAsXJ7U22h0fkDOjEILm9a06KxaGibNl6+wXXkbYX8CFVWSOAcDP+gPU5z03lCA+ENmuhNLnXdA+xjJJoeCf7gk8/49z3uUDn5lR12/MPoVWpPItYRsefpPMxwLvk7/fvETvYKfBpCHZLfQJ4kl09PQEr9fAcMld5LUkj/2iLi5+1oSII64PSgdly8=    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 AQAB  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     2023-04-17T10:27:01.534Z     2IThcuobZD+Tr2LEctK88sJE7PYNv0TogHunLjGQNCw=  C=DK, L=Copenhagen, O=Penneo A/S, CN=Penneo Production CA Sign g1r1 1308095104314843508515154895736261007573820063826     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                    Erklæring og samtykke
                

                
                    
                        Med min underskrift bekræfter jeg indholdet og alle datoer i de følgende dokumenter, identificeret ved deres dokumentnøgle og kryptografiske hash-værdi.
                    

                    
                        Jeg accepterer, at mit fulde navn, min aktuelle IP-adresse samt mit offentlige certifikat gemmes og opbevares digitalt, med det formål at kunne påvise underskriftens gyldighed.                    

                    
                        Oplysningerne indlejres i underskriften, og er derved tilgængeligt for alle, med adgang til det underskrevne materiale.
                    

                    
                        Endvidere, med min signatur accepterer jeg den til enhver tid gældende slutbruger licensaftale (EULA) for brugen af Penneo Digital Signatur Platform: https://penneo.com/eula                      
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